1. Create a user in Keycloak

Open you realm, Select Users and create a new User

For 2 Factor Authentication : e.g. Select Configure OTP and Update Password
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Save the user, select Credentials and create a temporary password
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The next time the User logs in, he will need to setup OTP and a new password

Mobile Authenticator Setup

You need to set up Mobile Authenticator to activate
your account.

1. Install one of the following applications on your mobile:

FreeQTP
Google Authenticator

2. Open the application and scan the barcode:
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3. Enter the one-time code provided by the application and click Submit to

finish the setup.
Provide a Device Name to help you manage your OTP devices
One-time code *

515949

Device Name

iPhone
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Update password

You need to change your password to activate your
account.
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